CACHATTO

SecureContainer

Secure and contained
remote access
workspace

An isolated workspace designed to create
a safe and contained remote work environment

Secure environment- anytime, anywhere, using managed or unmanaged PC

Isolated digital contained workspace

Virtual environment is generated separately from the local set
account, restricting any file sharing and transfer between accounts

Secure Container

Use of locally installed resources

The applications installed locally on the PC including webcam
and microphone can be also utilised in the secure workspace

Network connectivity independency

There is no need to setup a streamer connection, like remote
desktop or Virtual desktop (VDI), to access resources




CACHATTO’ SecureContainer

is secure workspace generated on an access Windows PC enabling users to utilise local

resource while keeping files secure within the contained and encrypted environment.

The environment is completely isolated, restricting any file sharing and transfering between

accounts, minimising data leakages.

Building remote-work environment

=o There is no need to set a physical PC or
virtual desktop to connect to, providing
a way to reduce the cost of building a
remote-work environment. No VPN
required.

Authorised-based access to resources
Digital certificates provided users via
IDaas are given cloud access within the
secure environment. And access via
CACHATTO SecureBrowser is available to
access on-prem or cloud-based resources.

Use of web conferencing applications
Web communication applications can
be used within the SecureContainer.
Applications like Zoom, Microsoft
Teams, etc. may utilise PC attached
web cam and microphone.
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Recommended usage environment

* Verification on Windows 10 is done via "Semi-Annual Channel" from the latest to 3 generations at the time of release.
* Supports Windows 10 Home, Windows 10 Enterprise and Windows 10 Pro.

Windows 10 Long-Term Servicing Branch (LTSB) and Windows 10 loT are not supported.
* Please contact us for the minimum operating environment.

Free CACHATTO trial available

Contact and send an application for a free trial by contacting out sales

department or partner vendors.
https://www.cachatto.com/en/

*Descriptions given in this brochure may be altered without prior notice. *Screens shown in this brochure are merely images. *CACHATTO is a registered trademark of e-Jan Networks Co. *Company names, product names, and logos are all trademarks or registered trademarks
of the pertinent companies. Trademarks (® and TM) are not necessarily appended to company names, products, and services. *None of the text, photos, images, data, and illustrations may be reproduced, transcribed, changed, or modified without prior permission from e-Jan

Networks.

Reduce of information leakage

Export of data to local user accounts is
restricted and the data is encrypted,
minimizing the risk of data leakage.
Data are kept safe even when accessed
using personal or unmanaged PCs.
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Utilise locally installed resources
Locally installed applications can be
used to open, edit or create files. Files
within the environment may be
uploaded later to a respective portal,
file server or sent via email.
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|:IQ Network connection dependency
< The solution has offline capacities that
help minimize the impact of being
dependent on network connection
environment for working, unlike
remote desktop solutions.

Supported OS Windows 10
CPU Above or equal to Intel Core i5-8265U
RAM 8 GB

e-Jan Networks Co.
https://www.e-jan.co.jp/

e-Jan

Main office

6F Sumitomo Fudosan Ichibancho building,
Chiyoda-ku, 8 Ichibancho, Tokyo, Japan 102-0082

e-Jan Networks Co. has acquired ISMS certification (ISO/IEC 27001:2013 and JIS Q 27001:2014).
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